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Executive Summary

IT-based services underpin almost every aspect of information exchange in the modern University. Our students and staff use modern technologies to communicate, to research, to teach, to learn and to do business with the University.  Increasingly these activities need to happen anytime, anywhere and in a secure manner that protects and preserves the integrity and confidentiality of information being stored or communicated. The Information Technology unit at UWS has the primary responsibility for providing and supporting these various services for students and staff. Operating across all campuses, ITD provides the underpinning communications infrastructure (networks, telephones and wireless) which connect end users to each other, to University academic and business systems and to the Internet. ITD manage the UWS data centres, provide the common computing laboratories used by students and provide direct end user support assisting staff and students to use these facilities. ITD provide the audio-visual systems used for teaching and provide central print services.   ITD develop, implement and support the corporate application portfolio and data. They also provide project management, database management, data management, analysis, design, development, maintenance, implementation, and support of web-based and non-web-based business applications.
The Information Technology Strategic Plan is a University-wide plan which describes a framework for the application and usage of IT within the University of Western Sydney (UWS).  This is the first IT Strategic Plan to be prepared on a university-wide basis.  It deals with IT related issues that impact on organisation-wide information needs and addresses the requirements for information architectures and infrastructures that transcend schools and colleges and departmental boundaries.  Its aim is to ensure that University-wide IT initiatives are directly aligned to the overall mission, strategies and operational needs of UWS.  It has as its basis a series of programme based initiatives that identify how IT can be applied to enable advances and efficiencies in the core higher education processes of learning and teaching, research, and supporting administrative processes.  It is an iterative process to align Information Technology capability with business requirements:
· It is a process not a point in time event 

· It is iterative - success comes after multiple - do and learn - cycles 

· The key is the alignment of business and Information Technology capability rather than designing Information Technology to address business requirements 

· The former assumes that both capabilities drive each other 

· The latter assumes that business drives Information Technology and not vice versa 

· Information Technology Strategy sets direction for Information Technology function in an organization 

· Ensures that maximum Information Technology dollars are spent on value creation activities for the business and ensures that these dollars create the maximum value  

The standard of IT systems and infrastructure at UWS compares very favourably with those in any other Australian university. Learning and teaching, research and administrative activities are supported by highly functional university-wide IT systems and infrastructure although there is a need to continually address issues such as system integration as solutions in place become obsolete e.g. Constellar Hub.
Considerable innovation is evident in many of the services, including the development of the my.UWS portal, although in the Service Area of Learning and Teaching there is some way to go to ensure UWS is on par with other equivalent Universities in the provision of on-line lectures and web deployment and also in the deployment of some of the advanced telecommunication facilities becoming increasingly common across the sector.

Three significant risk areas were highlighted as requiring urgent attention:


1.
Testing of the Disaster Recovery Plan site and the crisis management plan is imperative to ensure it is operating successfully to recover failed operations in the event of a crisis.
The UWS DRP must be completely revised, tested and validated at least annually. Testing must be conducted in accordance with a formal test plan and results compared with expected/desired outcomes.

2. 
The UWS IT security policy requires significant updating and revision to protect the 
confidentiality 
and integrity of information including personal and financial information

3. Password security is weak and urgently requires strengthening to ensure information is adequately protected at UWS 

UWS has responsibility for a significant amount of information which, like other important business assets, has value and needs to be suitably protected.  Information is stored and / or transmitted in many forms including hard copy and electronic.  Whatever form information takes, it should  be appropriately protected.  

Information, information systems and information services are intrinsically vulnerable to:

· unauthorised or inappropriate use or release
· accidental or deliberate damage, and

· loss

The potential consequences of unknowingly relying on incorrect information or an inability to access or to trust required information could seriously impede decision-making and result in irreparable damage, as well as embarrassment to UWS and other key stakeholders.
Information security is a governance process that seeks to minimise risks to business processes through preservation of:

Confidentiality - ensuring that information is accessible only to those authorised to have access;

Integrity - safeguarding the accuracy and completeness of information and processing methods; and

Availability - ensuring that authorised users have access to information and associated assets when required

Introduction 

UWS has a structured planning process, in which Making the Difference 2007-2009 identified four key business focus areas and developed a series of strategic imperatives for each. These imperatives then support a range of projects to deliver on agreed outcomes. The focus areas are:

· Create a superior student learning experience

· Develop focussed, relevant and world class engaged research

· Nurture a mutually beneficial relationship with Greater Western Sydney communities

· Build financial capacity to deliver the vision.

For this project stakeholder groups and development of technology programmes were aligned with ‘Making the Difference’ representing the  four core portfolios of Learning and Teaching, Research Management, Community Engagement and Financial Capacity.
The Information Technology Directorate provides IT services to the University’s six main campuses located across the Greater Western Sydney area. IT services are also provided to 'out-posted' University staff in offices at a number of other locations in Westmead, Parramatta CBD, Liverpool, Sydney CBD and Penrith CBD. The University has over 6000 Intel and Macintosh workstations. Over 2000 computers are in the University’s general purpose and specialised school or library based labs. In addition, most staff have laptop or desktop machines in their offices. The workstations and laptops are used by 3000 staff and 35 000 full-time equivalent students. 

The workstations and laptops are connected via 10/100Mb Ethernet connections and a collapsed backbone WAN currently consisting of 2GB fibre optic links. Data network services (switching and routing) are provided on campus, and between campuses, using almost exclusively Cisco network equipment. Wireless access is available for all current MyUWSAccount holders, including students, staff, and certain categories of visitors. All general purpose labs and network connected staff computers have internet access. The University’s main internet connections are based at the Parramatta campus and consist of 2 X 1GB connections and 34MB 'backup link' connection to AARNET. A project is underway to provide an additional link from Campbelltown..

The Plan comprises three documents. 
1. This document is an overview of the Plan. 

2. The second document is the detailed IT Strategic Plan which provides the complete list of goals and strategies for the deployment of IT across UWS. Currently this is a 100 page document detailing 93 issues with separate goals and strategies for each issue which have been summarised into the overview document.
3. The third and supporting document is the IT Technology Roadmap and Initiatives which identifies a number of projects that will enable the achievement of the strategies described in the Plan. 

Background 

In the UWS Strategic Directions 2004-2008 it is stated: 

The mission for UWS  is to be a University of international standing and outlook, achieving excellence through scholarship, teaching, learning, research and service to its regional, national and international communities, beginning with the people of Greater Western Sydney. 

Impacting upon the achievement of this vision are a number of internal and external influences including: 

• Decreased public funding and increased accountability requirements 

• Increasingly diverse student profiles and programs 

• Increased global and local competition 

• Changing nature of learning and teaching. 

UWS Themes, Strategies and Objectives 

IT plays an important role in supporting the themes, strategies and objectives which underpinned the achievement of the UWS Vision.

Defining Themes address: 

· Innovation 

· Engagement 

· Sustainability- A Greener Future highlights UWS's operational initiatives and world-leading research for a greener, sustainable future.

The IT Strategic Plan seeks to define the major role which IT has in supporting the overall UWS Vision and in supporting the organisational response to the challenges facing the University. The Plan is about identifying those IT initiatives which are of the greatest overall benefit and implementing them in the most effective and efficient way. 
The planning process for the 2010-2012 periods began in February 2008. Following development of the next strategic plan for UWS, the current and proposed technology initiatives for each core business portfolio will be reassessed.

The Mission Statement for IT at UWS is to: 

Advance the goals of UWS through the proactive and prudent application of solutions that adopt forward-looking technology and innovation, in a culture of best practice, quality and service excellence. 
Key Strategies 

The Plan identifies a range of strategies for the deployment of IT within the core areas of the University in keeping with the above Mission Statement. 

The remainder of this section contains an overview of these strategies. 

Guiding Principles

The full set of guiding principles that underpin the deployment of IT at UWS are noted in the Detailed Plan and consider: 

· Alignment of IT to the mission and vision of UWS 

· IT competencies of UWS students and staff 

· Identification, justification and benefit realisation of IT projects and solutions 

· Community engagement 

· Application of policies, procedures and standards to IT activities 

· Positioning of IT services. 

The Information Technology Vision for UWS 

The adoption of applications and infrastructure based on digital technologies is very relevant to higher education, and underpin many of the traditional functions and operations associated with a modern university, as well as providing new opportunities. How an institution harnesses these opportunities is one of the most significant issues facing universities today. 

The successful deployment of Web based IT strategies is critical to achieving many of UWS’s goals, including blended learning and teaching, excellence in research– by providing collaboration tools, providing high standards of service for students and staff – by consolidating and simplifying access to services, and improving internal processes to reduce costs by automating processes and employing electronic forms. 

Initiatives defined in this Plan are designed to build upon the existing organisational and technical infrastructure to achieve the vision for IT at UWS, which is IT supporting a connected UWS.
From an IT systems perspective the operations of UWS can be classified into five functions: 

Sourcing Management (Vendor and Contract Management)
This refers to the processes and relationships that UWS maintains with external organisations to acquire goods and services and share information. It includes for example, collaborative development of materials, acquisition and/or sharing of courseware, electronic library resources and services, and electronic procurement of goods and services and selective application outsourcing- vUWS, Hobsons and UWS Web.
Information Management (Business Intelligence and Data Management)
This refers to the process of understanding, defining, documenting, capturing and easily accessing the information that UWS needs to conduct its core business of learning and teaching, research and administrative support. It includes for example, the development of online courseware and associated materials, the computerised management of electronic as well as paper based documents, the provision of web based services and the dissemination of information in an electronic form 

Student and Staff Relationship Management 

This refers to the support of interactions between all members of the UWS community through the use of integrated information systems designed to improve levels of service. It will include the implementation of services that facilitate an ongoing relationship with students, staff, prospective students, alumni and partners, online information channels targeted at specific audiences, and the establishment of co-ordinated support services.
Communications Management 

This focuses on the provision of systems and technical infrastructure to support communication flows within UWS and to enhance the interaction between groups or individuals to support learning, teaching, research and administration. Systems that support communications include computer-mediated communications, videoconferencing, broadcasting, video, voice and text services.
Delivery Management 

This refers to the way in which the above services are delivered and accessed. The UWS website and the my.UWS portal are key entry points for an expanding range of services such as online enrolment and fees payment and easy access to UWS information. 

These functions are integrated through a suite of core applications and technical infrastructure which will capitalise on substantial investments by UWS including the Oracle Financials,  Alesco HRMIS and Callista SMS administrative systems, the Voyager library system and the Alumni database (vUWS is the Uws name for WebCT the e-learning application. Raisor’s Edge is the Alumni system. Currently the corporate application portfolio hosts over 130 applicatns and several hundred databases.). 

Strategies have been defined throughout this Plan which will establish an environment where UWS will thrive, supporting the goals of the University and responding to educational opportunities and developments in technology. 
Key strategies include: 

People 

· Engaged, committed, capable staff in appropriate organisation structure
· Action oriented

· Business savy

· Think “how can we achieve” instead of “no you can’t”

Operations 

· Operationally very stable
· Governance established
· Cost managed

· Strong capability to manage service providers

· Effective Disaster Recovery Plan

· Effective IT security and privacy

Connectivity
· Opens new opportunities - mobility of students and workforce

· Based on open standards

· Network can easily grow and reshape with business changes.

Engagement
· New IT engagement model with UWS service areas

· Strong IT engagement with vendors and providers.

· IT is eventually centralised – library, web development, eBiz development, etc.

· Project management and delivery is a core competency

Systems Roadmap
· Agree three year outlook for systems.

· Agree set of major business projects, timeline, priority and funding models.

· Agree set of major infrastructure projects

Green IT
· Working towards a Green IT: UWS has embraced its social obligations by setting challenging targets towards environmental sustainability. These will influence the procurement, operation and disposal of ICT equipment. 

Learning and Teaching Support 

The objective of these strategies is to provide IT systems and infrastructure that assists colleges and schools to provide high quality and flexible, educational programs and effective, accessible learning and teaching support. The application of appropriate technologies can enhance the changing emphasis of teaching strategies from a largely teacher focused model towards a more student centred flexible learning model. Advances in communications technologies and the pervasiveness of the Internet have meant that the “time and space” dimensions become less crucial to the delivery of educational services. 

The Teaching Development Unit (TDU) provides leadership to the development of key initiatives at UWS, ensuring that programs and services are available to support these initiatives. 

· Academic career and leadership development 

· Teaching development 

· E-learning pedagogies 

· Research supervision
· Workshops and events
The University’s Teaching and Learning Plan reflects the educational mission and values of UWS, and outlines the key goals for 2004–2008 for enhancing students’ learning experiences and for further improving the quality of the learning environments at UWS. 
UWS provides relevant, quality and blended learning experiences for students. UWS offers intellectually challenging academic programs that are professionally oriented, and incorporate blended learning approaches and technologies to enrich students’ engagement with learning. UWS provide a high quality learning environment to enhance the educational experience of its students and to improve student success and graduation rates. 

There are however, significant implications for the nature of the underpinning IT infrastructure and support required. 

A variety of media and technologies will be required to support synchronous and asynchronous delivery of learning opportunities, which will co-exist to provide diversity and flexibility to enrich curricula and student experiences. Educational strategies and IT infrastructure will need to be designed and developed in a co-ordinated manner. In this way, the opportunities provided by IT generally and online and computer-assisted technologies in particular, can be exploited in ways that are educationally sound. The University’s  initiatives highlight the importance of these delivery technologies to support a virtual community of students studying off-campus. Strategies and materials for new educational initiatives will need to be developed with an appropriate mix of delivery media requirements in mind, so that learning objectives will be met. 

There has been a variable uptake of online teaching and support strategies in courses and subjects. Educationally sound uses of technology need to be developed, and where common systems and standards are justified on a university wide basis, a consistent and co-ordinated approach needs to be adopted, to share experiences and knowledge, focus on a common set of products and tools, and provide structured staff development and support. Virtual UWS, or vUWS (pronounced views) is the name of the e-learning system at UWS. which supports online learning and teaching within an enterprise-wide e-learning system (Blackboard, Campus Edition) and associated e-learning technologies.
Levels of IT literacy for students and academic staff are variable. This in part reflects differing requirements across disciplines as well as a lack of consistency across the University in the definitions of minimum skill sets for students and in the methods of assisting them to achieve the required basic skills. 

Key strategies include: 

· Promoting excellence in the use of IT to support learning and teaching through university-wide working parties which will facilitate: 

· Action research into appropriate technologies for enhancing student centred learning 

· Provision of educationally sound IT services through integration within the my.UWS portal 

· Trialling of integrated mixes of technology tools and platforms that support appropriate learning approaches 

· The scope of the UWS Lectures Online project, which involves the use of audio streaming of digitally recorded lectures should be further expanded to include web deployment and downloading. This is dependent mainly upon additional recording facilities  being installed in lecture theatres. The transition for certain subjects from the basic sound recordings to more sophisticated audio visual presentations, possibly using video streaming technology needs to be explored 

· Development of university-wide standards and policies for IT usage in support of learning and teaching 


· Continuing the review, identification and implementation of a standard set of IT systems for university-wide application in support of learning and teaching

· Supporting close collaboration between the colleges and schools and academic support units (the Library and the ITD Division), in the planning, development and use of the IT infrastructure and services to enable the support units to fulfil their responsibilities 


· Maintaining an IT support environment and a technical infrastructure which facilitates effective use of appropriate technologies across the whole community 

· Redeveloping the my.UWS portal as a consistent, customised and personalised entry point for access to educational programmes for students and academics
· Defining a set of standards, protocols and guidelines to support the development of high quality and effective learning and teaching approaches, and associated courseware, and its ease of use 


· Reviewing requirements for learning and teaching spaces, computer laboratories and associated infrastructure and establishing a plan for their upgrade and ongoing maintenance 
· Further developing the IT literacy programme which ensures all UWS students and academic staff are able to use the base level of IT services effectively, which increases existing skills and which promotes standards of acceptable use. 

Research Support 

The objective of these strategies is to provide enhanced and extended support to researchers and research management through the provision of appropriate computing capacity, facilities and systems. UWS aims to provide a research-rich environment, valued for the quality, distinctiveness and impact of its research programs and training, and their ability to enrich its teaching and community engagement. Research at UWS brings knowledge to life through its interdisciplinary focus, collaborative orientation and responsiveness to the contemporary social, economic and environmental challenges in Greater Western Sydney and beyond. UWS research speaks to the development of urban and rural regions, the new economy, arts and cultural life, and professional practice. The level of research performance across the University will continue to rise, building on dedicated support for the research and scholarly activity of all staff. The research reputation and research income of the University will grow accordingly. UWS will  enhance the critical mass within strategically selected areas of research strength and concentration, each of which stands out nationally and internationally for a distinctive synthesis of cutting-edge scholarship, commercial application and sustained community engagement. 

UWS has a reputation for its capacity to deliver high quality research, often in collaboration with other institutions such as the CSIRO, medical research institutes and industry. Research centres are the flagships of the University and represent its primary research strengths. While the nature of academic life at UWS provides many and varied opportunities for research to be conducted in colleges and their schools, the term 'research centre' identifies areas that have been recognised for achieving significant research maturity through external review and benchmarks for quality and excellence.

Research Support must consider the differing requirements of researchers and research management. For example, some researchers may require support from high performance computing (HPC) facilities, connected over high bandwidth communications to provide access to complex local and remote databases for input and interrogation, transfers of large databases and other core HPC functions such as simulation of experimental work, visualisation and virtual reality. 

Support for workgroup collaboration has become an increasingly important issue. The need to operate as part of a virtual research community utilising a seamless online working environment has become critical for many researchers. This covers the context that researchers are linked into global scholarly communities but research is increasingly being done collaboratively, and that externally-funded research involves teams of researchers (who might not all be at UWS, or even in other universities, for example when engaged research is being done in collaboration with industry partners).  

Existing methods of access to published texts and monographs should be augmented by web based information services. Networks and systems capable of supporting such access from both campus based and other locations are essential. The capacity to publish scholarly material in a fast and cost effective manner will also promote the University’s academic achievements and assist in the dissemination of knowledge. 

Management of the University’s research accountability processes requires systems that enable the University to collect and interrogate data, and report internally and externally on its research activity and performance (RADAR Research Management). UWS must have university-wide systems available to all academic departments, providing data transfer and management reporting between colleges and schools and research management services without inefficient multi-handling and recording of data. These systems must be implemented to provide effective university-wide management tools, particularly for those activities relevant to the competition between universities for Institutional Grants Scheme (IGS) funding and Research Training Scheme (RTS) funding, as well as meeting the needs of DETYA and the Australian Bureau of Statistics. Many of the needs for researchers and research management are special and these are addressed in the strategies below. However, where needs are common with the broader staff and student communities, those needs are addressed in other appropriate areas of the IT Strategic Plan. 

Key strategies include: 

Enhancing the capabilities of collaborative technologies such as email, shared document preparation and delivery, common file systems, conferencing and other communication services to ensure that they are commensurate with the needs of researchers 

Providing a university-wide, easily accessible research management system that meets the needs of individual researchers, postgraduate research supervisors and research management staff to record publications, grants, seminars delivered and research activity that also satisfies external reporting standards 

Researchers must have appropriate tools to manage data, including functions such as cataloguing data and controlling security and access rights for data. In the humanities ‘data’ is not numerical but texts, and (increasingly) multimedia This is an area which needs further investigation of tools available to support improved information management practice within research teams and communities. 

Establish a User Group (or Community of Practice) to discuss and agree on desirable developments in IT services and infrastructure to support research needs.
Licensing strategies for common use research software (NVIVO, SPSS,??)

Maintain currency of subscriptions  (additions/deletions)
The Student Experience 

The objective of these strategies is to support all aspects of student life, ensuring a positive experience, which fosters a lifelong relationship with the University. The quality of the IT systems and infrastructure have the potential to become major influences on this relationship. This commences with the first enquiries of prospective students, when IT can be utilised to differentiate UWS from other universities. The relationship continues throughout the years of formal study when IT forms an important element of the learning experience. IT can also be applied to support active participation in the UWS Alumni. 

Student access to information for administrative and academic tasks requires multiple contacts with different areas within the University. Service standards have been improved by the provision of a one-stop service supported by appropriate integrated systems. Most services are available on line. Student systems and services are provided which seamlessly integrate the academic, administrative and support functions in a somewhat easily accessible manner. Evolving educational delivery models and changing social patterns are likely to cause an overall lessening of direct time that students spend on-campus. The University must respond by offering high quality readily available access to services and resources for students regardless of time of day and location. 

The University community is culturally and geographically diverse. All students should be able to share and benefit from a broad range of educational, social and cultural experiences, regardless of their location or study mode. The level of IT literacy will influence a student’s ability to use IT services effectively and efficiently, and to observe acceptable standards of behaviour that conform to University policies and regulations. An effective IT literacy programme is an important component of this Plan. 

Key strategies include: 

Developing highly functional University web and portal systems within a web strategy which present consistent, integrated and cost-effective services that reflect the needs of students 

Providing easy web based access to administrative functions such as enrolment, exam results, class schedules, etc. The OAR have developed an alternate view using Callista – we are about to undertake load testing as, anecdotally, the choice of technology may in fact be unsuitable and needs to be tested.

Developing an integrated system to track each person’s life-long association with the University, from their initial substantive pre-enrolment contact through to their association as alumni 

Further enhancing the student centre that provides a convenient and consistent interface to UWS services for both face to face and remote contact 

Developing a Business Case to Implement a system to manage the ongoing relationship with students, prospective students and alumni and the continuous improvement of related services (Global CRM perhaps incorporating Raisers Edge)
Providing guidelines to students for accessing UWS online services internationally through selected Internet Service Providers (ISPs) 
Assess the cost benefit of Introducing Smart Cards and digital certificates to improve security, enhance service offerings and simplify access to multiple computer systems through a single login through the Identity Management project (discuss in conjunction with the Unicard system project currently being implemented)
Further developing a university-wide IT literacy programme in consultation with the Colleges and Schools to ensure all UWS students are able to use the base level of IT services effectively, and to promote an acceptable standard of use. 
Library Services 

The objective of these strategies is to provide seamless and prompt access to high quality scholarly information and learning materials in all formats, regardless of the location of the user. 

The Library, as the major provider of scholarly information resources and services, is acutely conscious of its responsibility to support and enhance the activities of targeted whole of university priority areas.

The Library Services Strategic Plan incorporates a strong emphasis on service and exploitation of innovative technologies and emerging publishing trends, continued to move the library forward. 

The Initiatives are designed to respond to dramatic changes facing all academic libraries. The changing needs, nature, expectations and behaviours of students; continued rapid evolution in information and communications technologies and changes in learning environments and modes of delivery all combine to require dynamic, lithe and flexible responses from libraries. In addition to the influence of these broader trends dominating the information industry, the UWS library need to respond to changes and needs within the UWS academic environment. Most particularly, increased emphasis on research development, associated needs for a digital research repository together with increasing focus on ICT enabled flexible and blended learning through wider exploitation of vUWS, present opportunities and challenges. Each will require consideration and action.

The number of scholarly publications that are published in digital form is rapidly increasing. For the foreseeable future the Library continues to provide access to both analogue (ie. print) and digital resources. However, with the growing emphasis on blended learning, the Library is developing strategies and systems that will permit students and staff to access most, if not all, of the Library's digital information resources and services from any location. The Library don’t digitise audio and video materials at present – rather limited high demand print
The Library acquired and implemented Endeavor’s Voyager ILMS (Integrated Library Management System) in 2000, at which time Voyager was  one of the most modern and widely accepted integrated library systems available in the world.  Since this time Endeavor has twice changed hands, the most recent acquisition (late 2006) by private equity firm, Francisco Partners resulted in the merge of Endeavor with Ex Libris, an Israeli based library vendor which runs the Aleph system.  The Library is concerned with Ex Libris’ ability to simultaneously maintain and enhance both the Voyager and Aleph products.  Now dated technology, together with Increasing diminution in system stability and support are further sources of concern. 

Supplementing  and where possible overlaying or integrating with the ILMS, the Library has implemented a range of solutions including:

Ariel automated document delivery system with the Relais Inter Library Loan system;

ARROW digital research repository;

Serials Solutions suite including 

Article Linker (providing seamless access to full text articles); 

360 Search providing an integrated search and discovery portal for subscribed electronic resources and the Voyager catalogue holdings; 

e-journal portal providing alternate, direct access to the range of subscribed electronic journals

Electronic Resource Management System which integrates Voyager bibliographic and acquisitions data with access rights and licensing/copyright information for all e-resources

EZProxy which provides single signon access to subscribed library resources for UWS clients located off campus.

Moodle which underpins the assessment tasks for library online tutorials.

Library staff feel they are generally well-equipped with IT skills, although it is recognised that the rapid and constant changes in the IT environment require frequent updating and enhancing of existing skills and knowledge. 

The Voyager library system requires a Business Case to assess its continuing viability to the University or a replacement system be investigated. Investigation of the development of a customised my.UWS library channel would provide a single point of entry for students and staff to access library resources. It would permit simultaneous or distributed searching of a number of different online databases and subject gateways and could incorporate e-Commerce technology for the delivery of analogue materials on request. This will involve collaboration with other universities, scholarly and research organisations worldwide. 

Key strategies include: 

Identifying and implementing digitisation projects that support scholarly communication including collaborating with other universities 

Understanding the continued viability of the Voyager library system and other applications used by the Library and where ITD support is required to build a business case for replacement
Investigating a library channel via the my.UWS portal. 

IT and the Working Environment 

The objective of these strategies is to effectively support staff in day to day activities through the use of easily accessed and proven technologies. UWS is committed to staff development and being identified as a preferred employer that offers a satisfying and stimulating work environment. The availability of up to date computer equipment, applications and appropriate training is an important element in this. The currency and functionality of computer based tools must be within the reasonable expectations of high achieving staff. Computer based tools must be maintained at or near the most recent releases as is practical. 

In addition to the UWS workforce becoming more mobile, a trend has also emerged for some staff to work from their home, on an irregular or regular basis and work out of hours. Consistent, transparent and easy access is required to UWS computing resources regardless of location. 

Key strategies include: 

Continuing to maintain a policy for desktop services which defines a standard operating environment (SOE) for staff desktops. Included within the SOE are references to staff facilities such as desktops, notebooks, hand held computing devices, proposed PC based video conferencing, mobile phones and the tools that support their integration. The SOE will need some flexibility for researchers
Continuing the lifecycle replacement program for all equipment platforms to ensure that equipment is not retained beyond its useful life 

Improving communications within UWS by: 

Establishing protocols for email and calendar use 

Finalising the migration of all staff to a common mail and scheduling facility, the UWS Messaging System (MMS) 

Assessing other Communications / Telephony technologies— Skype is fine for person-to-person communications – but it cannot be integrated into an enterprise videoconferencing system because it utilises proprietary protocols. Gartner does not recommend deployment of Skype as an enterprise-level VC tool as it compromises IT security 
Upgrading the document management system (TRIM) to version 6.1 for the web component and the portal to manage and promulgate documents within the University 

Consulting with Human Resources to establish baseline IT competencies by role and provide structured, easily accessible training to ensure staff have appropriate IT skills to fulfil their roles There is a capacbilities framework project already in HR and was to be implemented this year in ITD
Further developing services supporting a mobile UWS workforce, including wireless services and off-campus access 

Providing remote access to central host based file storage through the Internet. 

IT Support Services 

The objective of these strategies is to provide professional, client-focused IT support to students and staff. 

A multi level support structure, with clearly defined roles and responsibilities, and a detailed escalation process between the levels for problem resolution, is needed to provide support which approaches industry best practice. Key themes underpinning the provision of support services are enabling the service user to be relatively self sufficient and ensuring that support staff are competent, efficient and professional. 

ITIL Areas

Helpdesk services

The Helpdesk not only handles Incidents, Problems and questions, but should also provide an interface for other activities such as customer Service requests, maintenance contracts, software licence management, Service Level Management, Configuration Management, Availability Management, Financial Management for IT Services, and IT Service Continuity Management available through other areas of ITD.
The Helpdesk is at once Customer-facing and focused on its main objectives, which are to drive and improve service to and on behalf of the business. At an operational level, its objective is to provide a single point of contact to provide advice, guidance and the rapid restoration of normal services to its Customers, who purchase the services, and Users.

Currently the help desk manage the “break/fix” problems for users and continuous service is ensured by low call times, high percentages of calls being resolved by first level support and troubleshooting documents being available for all help desk team members. Issues are tracked in Remedy (help desk system) and if required, are escalated to campus support for resolution. However if further escalation processes are required, there is no formal processes for tracking, managing and monitoring issue resolution outside of the help desk and campus support teams. Not true. All ITD business units are in the Remedy system and escalation paths are activated for all help desk cases regardless of whom they are assigned to. For example, any application request is assigned to the BIS dispatcher (not campus support teams) and the escalation path is to the BIS Team Leader – BIS Manager – ITD Director. Resolution statistics refer to these two teams and problems with the escalation process are not accurately reflected in these statistics. Issues are capture in remedy within the following categories:

1. Minor changes

2. Service requests

3. Information requests

4. Help desk issues

No re-categorisation of the issues occur within remedy and metrics are not capturing numbers of calls in the various categories. This is leading to recurring issues in the business which are not always fixed for the longer term via the escalation process.

The help desk manages many of the service issues across the university. Whilst formal KPI’s for resolution have not been agreed with the University, the help desk is running at 85% for the university. Not all work requests are currently captured by the Remedy system as it currently doesn’t suit the processes associated with software life cycles – these are captured independently with a new change management project about to start to move all software requests to Remedy via Change Management module.

Essentially, this involves the recording and life-cycle management of all Incidents that affect the operational service delivered to the business and its Customers. Not exactly – doesn’t include corporate software upgrades or maintenance.

The Helpdesk should provide:

· The central point of contact for Users – The interrelationship to the Relationship Managers role will be discussed and determined at the time of the restructure
· Central reporting point for statistics and other reports required by Exec
· Information retrieval and dissemination 

· Processing of incidents

· Processing of  standard Change Requests (Service Requests)

· Processing of questions or “How do I?”

Incident management

The goal of Incident Management should be to restore ‘normal service operation’ as quickly as possible and minimise the adverse impact on business operations, thus ensuring that the best possible levels of service quality and availability are maintained.

An Incident is any Event which is not part of the standard operation of a service and causes, or may cause, an interruption to, or reduction in, the quality of that service.

Activities performed and policies developed in incident management should include:

· Incident detection, recording & Handling

· Classification and initial support

· Priority, Impact & Urgency 

· Delivery of work around

· Investigation and diagnosis

· Functional Vs Hierarchical Escalation

· Resolution and recovery

· First, Second and Third Line support

· Relationship with Other Modules

· Delivery of work around

· Incident closure

Vendor and Contract management

ITD manage the contract and vendor relationships for Microsoft and other software licencing, telecomms, PC’s, mobile phones, hardware acquisitions. The legal department review contracts for ITD or assisted with templates.
Controlling IT supply chain through effective vendor management is critical to being a high value adding and cost effective IT department. Commercial skills are needed to negotiate, implement and manage any outsource vendors and other IT supply contracts such as telecommunications, network management, PC and server suppliers, software licencing and other IT operations tools.

Key strategies include: 

Reviewing the roles and responsibilities of the organisational units involved in the support of IT services and looking for ways to improve their effectiveness and efficiency 

Further developing a devolved, multi level model of integrated support for the UWS community, including online knowledge bases, local IT support groups, specialist groups and defined problem escalation procedures which are documented and communicated. Formalised escalation processes/ root-cause analysis for service desk issues and incidents including documented communication links to infrastructure and security personnel will be developed. There is a Problem Manager and an Incident Protocol  currently…
Reviewing arrangements through which support services cater for specialist needs and disabilities
Continuing to develop customer support to industry best practice levels through the definition of service level agreements and key performance indicators, benchmarking performance against industry standards and continuing to conduct periodical surveys to gauge customer perceptions of service. 

Assess the benefits of the introduction of “Relationship Managers” in ITS to provide an interface between ITS and major users of IT services, including Colleges and Schools, departments, academic and administrative support areas. 

Formal reporting should occur on IT vendor performance or on service levels. The implementation of standard processeds for vendor management would include regular reporting, documenting of issues and contract management.

Develop a consolidated contract register for IT which incorporates the vendor and UWS staff contact details.

Enterprise Applications Systems 
The objective of these strategies is to provide flexible, integrated administrative and management systems that support UWS’s strategic objectives and business needs. 

UWS has recently undergone a major upgrade / re-implementation of its e-learning application, vUWS (WebCE) and is in the process of developing an e-learning strategy and action plan. The implementation of Oracle Financials (Oracle v11i Release 9), Callista, Alesco and the my.UWS portal systems in the applications portfolio forms a framework that will support the delivery of higher education and support services at UWS . It will also form a base upon which to build a comprehensive applications architecture that will support >130 corporate applications and strategic developments and provide operational benefits. 

Opportunities exist to improve university-wide business processes by removing superfluous activities and streamlining others. Because of the complexity and integrated nature of the Oracle Financials, Alesco and Callista applications, ongoing support is aalways required. Current industry “best practice” to support large complex systems is to create a Competence Centre jointly staffed by expert personnel from both the business functions and the IT department as is currently done with Callista. It results in a lower cost of ownership and increased retention rates for key internal personnel, by reducing dependence on external consultants  The higher level of local knowledge by staff also enables a faster response to address demands for new operational reporting and functional enhancements. 

The developers of packaged application software such as Oracle Financials, Alesco, Callista and Voyager release regular upgrades and provide support for a limited number of non-current versions. Therefore it is imperative that the operating versions of UWS’s core packaged software are continued to be regularly upgraded, lest a problem occur within an application and support is no longer available from the developer. 

Additions to the applications portfolio should be made on the basis of a prepared business case and alignment to the IT strategic Plan that considers, inter alia, in-house custom development if packages solutions are not available to meet specified need  (eg  possibly iPay system), adoption of Oracle Financials, Alesco or Callista modules and other package solutions. Use of externally sourced solutions (buy not build) has always been a key part of UWS’ acquisition and implementation strategy. A benefits realisation plan should be prepared for each proposal and a review subsequently undertaken to determine realised benefits. Integrated application suites (such as the various web enabled modules comprising Oracle Financials) can offer significant cost savings and streamlining of work practices when effectively implemented. Modules sourced from differing suppliers often present difficulties to system users in terms of usability and easy access to data common to a number of modules. Consequently this can make the ongoing support function more costly than in an integrated environment. However, where there is a compelling business case to implement modules which are not part of an integrated suite, the application integration should be achieved using flexible approaches rather than by doing so on an inflexible, one to one basis. Standards need to be regularly reviewed for the development and hosting of web and non-web based applications to ensure optimal use of exisiting resources and planned adoption of innovative technologies to improve the capabilities and sustainability of the application environment. 
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Key strategies include: 

Implementing a Competence Centre to more effectively support the core administrative systems (Oracle Financials, Callista , Alesco and possibly others such as WebCE), retain valued staff, realise improved business benefits, increase responsiveness to business requirements and reduce the total cost of ownership of these systems. This would include IT and Business representation. 
In relation to e-procurement, moving to e-procurement model as an overall strategy. Use the information collected from the recent national benchmarking project relating to the procurement function (Phase 1) carried out by HES and develop a cost-benefit analysis to investigate options to either fully implementing Oracle electronic procurement systems to streamline University on-line purchasing processes with Oracle Workflow for approval, or as recommended in the HES study. (Phase 2 will commence soon with UWS involvement).
There are a number of baseline documents which need to be developed at this time.  One of those being developed at this time is a systems map of all the applications that are within the university (130) and how they integrate into all the systems and the web strategy. Once the systems map is completed then there will be a better understanding of what the application roadmap should be (ie what does the university have and why (legacy applications/overlap in functionality) and what does the university need) and it should then be documented and communicated.

Understanding individual departmental requirements for functionality, improved usability and workflow on a continuous improvement basis perhaps re-configuring Oracle Financials and other systems to meet these needs. Any determination of a solution to meet user requirements is dependant on proper analysis and evaluation of potential solutions. 
Operating only vendor supported versions of Oracle Financials, Alesco and Callista for production systems  Standard operating procedure for all 3rd party products except where agreed SLA might prevail
Reviewing core university-wide business processes to identify areas for improvement of processes 

Implementing a Course Administration system (CAPS), comprising a course proposal database, faculty handbook database and other course and subject information (RFP in progress)
Implementing an Enterprise-wide management reporting. (The Cognos BI version 8 project will address some of this strategy but data governance and data architecture standards need to be initially developed Project)

Identifying a set of development standards for web and non-web based applications including tools, methodologies and approaches. There are standards in place for many of the current activities and application types.  See previous comment about reviewing for sustainability and innovation 

Implementing an applications architecture based on formal standards and the inclusion of modules interconnected through interfaces or through the medium of integration broker technology 

Establishing architectural standards for data management 

Finalising the Implementation a consistent, controlled and user friendly web publishing environment 

Considering the range of application opportunities identified in the systems project budget for 2008, reassessing business cases for these projects for alignment with the IT Strategic Plan and prioritising and resourcing them accordingly
Technical Infrastructure 

The objective of these strategies is to provide a secure, highly available, appropriately resourced technical infrastructure that integrates with the international public infrastructure and underpins the learning and teaching, research and administrative activities of the University. The standard of the technical infrastructure is an essential component and critical determinant of the quality and functionality of all IT services. 

The existing enterprise-wide communications network is a sound base from which to expand to meet the increasing needs of the University. To meet these needs continual development of the network will be required to provide a service that integrates voice, data and video services on-campus and as the use of broadband technologies grows, support multimedia delivery to the home. Services will also need to be introduced which support the increasing number of highly mobile users who work or study in various locations on-campus, at home and out of hours. Any international links provided via public networks will need to be supported by secure technologies that ensure the privacy and integrity of University information. 

Performance of the network is monitored using network monitoring tools. There is a restriction of 10MB on individual messages sent over the network. There have been some recurrent issues with the email system which will need some sound strategies and adequate communication and education to users to address.

The escalating demands for increasing bandwidth, computing power, ubiquitous access and data storage means that the technical architecture must continue to be flexible, allowing ease of change and extension. The development of university-wide standards for security, operating systems and hardware platforms will guide infrastructure expansion to ensure a common and consistent environment. The current Enterprise Architecture needs further documentation.
Key strategies include: 

Continuing to proactively upgrade the network components in response to anticipated network performance requirements and the provision of a cost effective service 

Document a Network topology of the arrangement or mapping of the elements (links, nodes, etc.) of the network, especially the physical (real) and logical (virtual) interconnections between nodes
Enhancing facilities for roaming network services to service mobile users 

Establishing a university-wide Technical Architecture Standards Committee based on the Enterprise Architecture Board to establish formal technical architectural policies and standards, and oversee their application

Developing comprehensive standards for infrastructure and progressively migrating the infrastructure towards full compliance with those standards particularly as new standards emerge
Identifying service availability expectations in consultation with stakeholder groups and deliver the service by addressing: 

Removal of critical single points of failure 

Development and implementation of a Business Continuity Plan 

Formal change management procedures 

Formal risk management processes 

Further enhancing facilities for secure transmission and storage of data which have been established
Establishing infrastructure to manage the cost of Internet traffic and optimise the delivery of multimedia data to the stakeholder base 

Further documenting and developing the existing high capacity data storage solutions strategy as a means of providing high speed cost effective network storage to all stakeholders but especially to researchers 

Progressively extend the Voice over IP system installed as a part of the Medical School commissioning across all campuses
Upgrade existing videoconferencing facilities to reflect contemporary technologies and sector best practice.
The email storage and usage policy needs updating and to be better communicated to users, implemented and enforced rather than the policy of continuous automatic archiving to a secondary storage and the cost that this involves. Updating would include further restrictions on email size for all staff both online and within archives.

Cross Campus IT Services 

The objective of these strategies is to establish IT to every student and staff member so they can access the information services and resources, on- or off-campus. The services deployed will be consistent in style, content and quality to support a dispersed and often mobile community. 

Key strategies include: 

Publicising the Service Catalogue and further defining the standard baseline set of IT services which are available at all campuses 

Developing a methodology by which the standard set of IT services and operational support can be easily and quickly established for any new outposted centres. 

Continuing to provide a window for off-campus students to access commonly used information services and resources via the my.UWS portal 

Providing enhanced communications for staff at remote locations considering: 

Voice Over IP to support calls via notebooks 

Usage of mobile hand held devices 

Desktop video-conferencing 

Providing access to central host based file systems over the Internet.

New and Emerging Technologies 

The objective of these strategies is to facilitate the pursuit and appropriate uptake of new and emerging information technologies to support the attainment of the UWS Vision. Innovative technologies can offer significant benefits in terms of improved or additional services, however there can be significant risks involved in adopting relatively unproven technologies. Such risks need to be balanced against anticipated benefits. Strategies to adopt or consider specific emerging technologies are embedded within other initiatives. 

Key strategies include: 

Establishing a fund under the delegation of the Director, Information Technology ( to be allocated to the tracking and assessment of specific emerging technologies )
Promoting a culture of innovation in IT by the consideration of emerging technologies within university-wide initiatives and through joint working parties with academic, research and central IT staff

A process should be developed around capturing/recognising innovation from researchers, individuals and work groups within the University to support the emerging technologies work.
Investigating the feasibility of the establishment of a New Technology Demonstration Centre by the School of Computing and ITD, with a supporting consulting service to provide advice and guidance related to the technologies being demonstrated. This would be most valuable if it were led by the School but brought together everyone within the university involved in emerging technologies (including social scientists who are studying user communities and not just people developing technologies)

IT Strategic Management and Governance
The objective of these strategies is to establish a well defined, well understood process for the strategic management and governance of IT that ensures the investment in IT is directed towards achievement of the strategic initiatives of the University and that the greatest value is achieved from that investment. 
[image: image6.jpg]What is IT Governance?

Business
Objectives

1. IT Aligned with
the business

2. IT resources
are used
appropriately

3. IT related risks
are managed
appropriately

31T Govemance- full review © 2006 Deloitte Touchs Tohmatsu




The strategic management responsibility must differentiate between the roles of those who have direct organisational responsibility for the operational management of IT and those that have responsibilities in the planning and implementation of the IT Strategic Plan (strategic management). The former roles relate to management at central and devolved levels. The latter roles refer to the cross organisational mechanisms that oversee the development of strategies, policies and the conduct of programmes and projects. 
It is important that colleges and schools and units leverage off core infrastructure and systems without duplication. This will help reduce the total cost of ownership of IT for the University and enable students to access services seamlessly across campuses. 

The concept of an IT programme refers to the grouping of a number of projects which have the same overall objectives, for management and financial budgeting purposes. 

 Key strategies include: 

Identifying the Executive as having direct responsibility for the strategic management of IT and the establishment of policy through the CFO, supported by the Director, Information Technology and guided by the IT Strategic Plan and the IT Programme Portfolio 

Identifying the IT Executive Steering Committee, chaired by the CFO to oversee the ongoing development and updating of the IT Strategic Plan and its supporting programmes and projects, and make recommendations to the Executive on strategic directions for IT in addition to the prioritisation and funding of programmes and projects incorporating IT Policies development– password management policies need to be urgently updated and mandated to align with better practice regarding expiry, length etc
Enforcing the Business Case as the mandatory document for seeking approval for commencement of an IT initiative, including all life cycle costs in the resource estimates, and a Benefits Realisation Plan which identifies the expected benefits and how these will be achieved 

Establishing steering committees for major initiatives at the project and programme level, comprising senior stakeholders from the areas most impacted by the initiatives 

Establishing the Programme Steering Committee as the entity responsible for selecting, prioritising, identifying sources of funds and recommending projects for consideration, based on the content of the Business Case and alignment with the IT Strategic Plan which is aligned with the UWS Strategic Plan
Adopting a two level approval process for projects recommended by a Programme Steering Committee: 

Projects with a budget requirement of greater than $250,000 to be referred to the Executive Vice-Chancellor’s Group through the IT Executive Steering Committee 

Projects with a budget requirement up to $250,000 to be approved by the Director of ITS if they meet the set criteria which will be laid down and are in alignment with the IT Strategic plan which is in alignment with the UWS Strategic Plan
Preparing a University-wide IT Strategic Plan. Regularly maintain the Plan on an “as required” basis, at a minimum yearly, to ensure currency with the changing higher education and technology environments. Prepare a major revision to the Plan, when appropriate (most likely within three years) 

Reviewing the existing division of responsibilities between ITS and other IT groups (HR, Library, etc) to identify more effective and efficient ways of providing IT services and avoid duplication of services 

Preparing a formal IT operational plans together with those organisational units with IT responsibilities (e.g.the library, colleges and schools, ITS Division and other administrative units), synchronously with the IT Strategic Plan as part of the IT governance structure. 

Project Management 

The objective of these strategies is to employ standard, best practice project management processes and procedures for all IT related projects to maximise the potential for projects to achieve their objectives. Because of the strategic nature of many IT projects and the magnitude of expenditures involved, it is crucial to manage such projects effectively. IT projects are considered to be those that have a substantive component of IT systems or infrastructure which must be established as part of the project. Based on this definition, many of the major projects conducted at UWS can be considered as “IT projects”. It is opportune to take steps to improve IT project management within the University and adopt a common, consistent approach. 

Key strategies include: 

Enforcing a minimum standard project management methodology for all IT projects capable of adaptation to different types of projects 

Identifying the Project Sponsor as the single point of accountability for the achievement of the project objectives and the chair of the project steering committee 

Establishing a Programme and Project Office to provide support to all projects and act as the central repository for project related material and central enterprise reporting 

Updating the minimum standard project reporting regimen supported by templates and automated reporting tools to an Enterprise Programme Porfolio system
Risk Management 

The objective of these strategies is to employ risk management practices that eliminate or reduce to an acceptable level the potential negative impact of threats on IT development projects or IT operations that support UWS. Because IT services underpin almost all aspects of the University’s operations, risk management practices must be adopted by staff engaged in planning and policy formulation for IT, development projects and operational IT services. 

Key strategies include: 

Addressing risk management in all projects, as part of the standard project management methodology 

Establishing an IT Security Committee to develop and oversee the urgent updating of IT security policies and procedures 

Developing a formal business continuity management and crisis management process for the IT Department to guide the preparation of their business continuity and crisis management plans and procedures. (This is currently being guided through the Audit and Risk Group but should be owned by ITD)
Risk management is a management responsibility. These key roles of the personnel who should support and participate in the risk management process should be more formally defined with roles and responsibilities as defined below under the IT governance and  IT Security framework:

Senior Management. Senior management, under the standard of due care and ultimate responsibility for mission accomplishment, must ensure that the necessary resources are effectively applied to develop the capabilities needed to accomplish the mission. They must also assess and incorporate results of the risk assessment activity into the decision making process. An effective risk management program that assesses and mitigates IT-related mission risks requires the support and involvement of senior management.

 planning, budgeting, and performance including its information security components. Decisions made in these areas should be based on an effective risk management program.

System and Information Owners. The system and information owners should be identified and are responsible for ensuring that proper controls are in place to address integrity, confidentiality, and availability of the IT systems and data they own. Typically the system and information owners are responsible for changes to their IT systems. Thus,  they usually have to approve and sign off on changes to their IT systems (e.g., system enhancement, major changes to the software and hardware). The system and information owners must therefore understand their role in the risk management process and fully support this process.

Business and Functional Managers. The managers responsible for business operations and IT procurement process must take an active role in the risk management process. These managers are the individuals with the authority and responsibility for making the trade-off decisions essential to mission accomplishment. Their involvement in the risk management process enables the achievement of proper security for the IT systems, which, if managed properly, will provide mission effectiveness with a minimal expenditure of resources.

ISSO. IT security security officers are responsible for your security programs, including risk management. Therefore, they play a leading role in introducing an appropriate, structured methodology to help identify, evaluate, and minimise risks to the IT systems that support their organisations’ missions. ISSOs also act as major consultants in support of senior management to ensure that this activity takes place on an ongoing basis.

IT Security Practitioners. IT security practitioners (e.g., network, system, application, and database administrators; computer specialists; security analysts) are responsible for proper implementation of security requirements in their IT systems. As changes occur in the existing IT system environment (e.g., expansion in network connectivity, changes to the existing infrastructure and organisational policies, introduction of new technologies), the IT security practitioners must support or use the risk management process to identify and assess new potential risks and implement new security controls as needed to safeguard their IT systems.

Security Awareness Trainers (Security/Subject Matter Professionals). The organisation’s personnel are the users of the IT systems. Use of the IT systems and data according to UWS policies, guidelines, and rules of behaviour is critical to mitigating risk and protecting IT resources. To minimise risk to the IT systems, it is essential that system and application users be provided with security awareness training. Therefore, the IT security trainers or security/subject matter professionals must understand the risk management process so that they can develop appropriate training materials and incorporate risk assessment into training programs to educate the end users.

Green IT

UWS has made a commitment to sustainability through its research and operational initiatives and recently put into place an Environmental Management Policy with attendant plans, systems and procedures. 

The Environmental Management Policy supports a Greening UWS Action Plan with programs:

Energy Conservation Program

Water Conservation Management Program

General Waste Minimisation and Recycling Program

Hazardous Waste and Dangerous Goods Management Plan

Remnant Bushland and Biodiversity Management Plan

Promotion of Environment and Sustainability Awareness Program

Contractor and Lessee Environment Impacts Program

Information Technology has environmental impact and potential savings that contribute to Programs 1, 3, 4, 6 and 7 above. A technology strategy which targets the greening of IT is consistent with the UWS Strategic technology directions for Teaching & Learning, Research, Community Engagement and Financial Capacity. 
Key strategies include: 

Develop a roadmap for the greening of technology at UWS as part of an overall Environmental Management Plan 

To improve sustainability in the data centre of the facility, hardware and software

To measure and monitor as a means of gaining transparency and accountability

Reduce power consumption and seek renewable energy options

Effective Asset management
Implement environmentally friendly acquisition and disposal practices. 
Have energy footprint measured
Changing behaviours

Reduce power consumption

Recycling paper/print

Human Resource Strategies for IT People 

The objective of these strategies is to ensure that UWS has access to staff with IT leadership and technical skills that will enable it to implement innovative systems and infrastructure that meet the operational and strategic needs of the University. There is currently a world-wide skills shortage of experienced IT staff. In attracting high quality IT staff, UWS is competing against the public and private sectors, rather than merely the higher education component. 

These strategies are in alignment with the UWS Our People 2015 strategic staffing plan which addresses the following five priority areas: 

1. Employer of choice 
2. Workforce alignment   
3. Workforce continuity 
4. Rewards and career progression
5. Organisational and leadership culture 

It is important that strategies ensure that the best available staff are recruited at all levels and that turnover of core staff is limited to an acceptable level. Furthermore the career development of staff must be managed to ensure that their skills are kept in line with the requirements of the University and that they are utilised in challenging, interesting activities. A crucial aspect of career development is a formal, open and honest performance management process. 

Key strategies include: 

Developing a model for workforce planning which identifies staff skills and numbers required to support the IT initiatives and ongoing operational activities of the University 

Completing a function/role review of the IT organisation structure to deliver this strategy 

Develop and implement a Formal On Call policy for IT people: to extend operational support for the core systems.

Continuing to prepare career development plans for individuals with the assistance of HR, acknowledging the different requirements of technical and non-technical specialists, the differing needs and expectations of the University and the individual, and the importance of a work/life balance 

Continuing to develop and implement a performance management strategy 

Continuing to develop career paths for technical specialists, project managers and line managers which reflect the distinct but critical function provided by each role and offer growth and advancement potential 

Developing the leadership skills of staff and providing support and education that encourages staff to be effective and respected managers, team leaders and project managers 

Providing opportunities for staff exchange with external organisations and between different areas of UWS where IT is deployed and between technical and managerial roles 

Develop and implement a Graduate/ Trainee Recruitment Program. 

Quality Management of IT Services 

The objective of these strategies is to establish a quality management system that underpins the provision of IT services to support the highest quality teaching, learning and research activities at UWS. The University is committed to the highest standards of quality. The adoption of quality management systems will assist the University to operate more successfully in an increasingly competitive environment. Prospective students, teachers and researchers have a large pool of Australian and overseas universities from which to choose. Ultimately decisions made to select UWS above other options will be based upon perceptions of quality of the educational services offered by UWS. The performance of IT systems and infrastructure will influence that decision. 

Key strategies include: 

Continue to promote a work culture embracing service orientation, product excellence and continuous improvement 

Continuing to update a consistent model for services management with clear lines of management accountability, service level agreements with defined minimum expected services standards, and key performance indicators 

Establishing a means to provide extended out-of-hours support for key services and systems. This may involve packaging an appropriate on-call arrangement with key staff. 

Consider adopting the Balanced Scorecard approach to performance measurement, developing performance measures for IT functions 

Continuing to survey the client base annually to facilitate longitudinal studies of client satisfaction 

Annually reviewing and updating the IT Strategic Plan and Governance to reflect opportunities from developments in technology. 

Resource Planning 

The objective of these strategies is to ensure that the application of resources to IT services is effectively planned and monitored to meet strategic and operational objectives. 

Key strategies include: 

Further enhancing the Catalogue of Services and developing a Programme Portfolio comprising a range of financial and non-financial data associated with the provision of operational IT services and the implementation of the IT Strategic Plan and Governance
Establishing Benefits Realisation Plans for all projects related to the implementation of this Plan 

Establishing budgets for each project and service based on life cycle costing models addressing capital, ongoing operational and human resource costs and benefits 

Implementing the proposed University’s Strategic Cost Management (Activity Based Costing) project in order to cost and price IT services

Evaluating HR sourcing options for IT projects and services, by considering in-house, outsourced, partnering and rapid sourcing methods. 

Privacy and Information Technology Security
The objective of these strategies is to safeguard the confidentiality of personal information provided to the University and protect the use of UWS IT resources. 

Key strategies include: 

Developing an IT Privacy Policy to support the UWS Privacy Policy that conforms with the State legislation 

Urgently developing more current and better practice policies/protocols and procedures in terms of the IT systems to support the privacy policy (eg update the 2003 IT security policy , IT remote access policy, IT systems implementation policy, mobile telephone policy etc)

Further incorporating design principles in all IT developments that ensure that privacy rights are a paramount concern. 

Raising security awareness of staff and students

Burning Issues 

Burning issues were identified as part of the output from the Reference groups which were convened as part of the consultation process with UWS stakeholders in information technology. Following on from the Reference Groups, open forums were conducted across UWS campuses in September 2007 and comments gathered from these have been included in the analysis of the burning issues action plan attached below. Future requirements have been built into the IT Strategic Plan. 

Several of the Burning issues related to operational problems, many of which have since been or are in process of being resolved including student email performance, insufficiencies of the UWS website and a spamming incident. The remaining comments have been categorised either for immediate action or as part of the IT Strategic Plan.  
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Next Actions 

To be effective, an IT Strategic Plan must be extended from a strategic to a tactical focus. This is achieved by the development of an IT Programme Portfolio, which identifies a number of programmes with their underlying projects, that will enable the achievement of the strategies described in the IT Strategic Plan. 
The next steps will be to align the current operational budget for 2008 ($17.3m) to what is actually in the strategy documents and then working out the gap and doing a resource plan based on that gap.  

This will also entail a function/role review of the IT organisation structure to deliver this strategy.

There may be further investment required or some of the system budget money may need to be re-diverted.  For some of the areas which are part of the strategy, there may need to be a roadmap developed as to how they will be achieved.  In terms of overall funding for the IT Strategic Plan, this next phase will be vital in determining if there is going to be a large budget gap.

Implementing the strategy

One of the challenges for any strategy activity is how to take the strategy and turn it into action. Making this transition is particularly difficult in an area like Information Technology, so the implementation of the strategy needs to maximise its impact on efficiency and effectiveness while minimising its impact on the stress levels of UWS staff and students, and on the funding required to deliver

So what needs to be done to ensure that this IT Strategy doesn’t just become shelfware?

Implementation focus

The most critical point to make about any IT implementation plan is that the major focus should not be the technology. In fact, the technology should be viewed as one of the less important components. The reason for this is that any successful intervention to change how an organisation works with information needs to operate on five levels simultaneously.

Strategy

For an intervention to be sustainable, it needs to be reflected in university strategy and we have ensured that the IT Strategic Plan has been aligned with the UWS Strategic Plan.

Governance

Implementing change across a large group will require careful governance. This will include identifying the right players to own particular aspects of the change, as well as involving all the key stakeholders. If we can choose the right stakeholders, then they will be able to take ownership for IT activities in their area, and for the success of those activities. 

People
Any intervention also needs to operate at the level of people. This will involve:

explaining the rationale for it (so that they are brought along), 

involving them in its implementation (so that it meets their needs and they feel a sense of ownership), ie operationalising the plan

providing training and follow-up (so that it becomes part of their work practices)

Processes

Intervening in how people work within IT is an opportunity to ask a series of questions on why things are being done in a certain way; to rethink the organisation structure, what the group is doing, why it is doing it and how it can be done better. Otherwise, it is possible to end up with the worst aspects of what was replaced without taking advantage of what the new strategic direction might make possible. Hence as part of this process we are taking the opportunity to realign the IT organisation structure to the roles and functions required with appropriate Position descriptions and more current practices on “call outs” and being “on Call.”

Tools

Lastly, one needs to intervene on the tools dimension. This does not just include information technology tools which are necessary. It also includes policies, standards, guidelines, processes and “How-To” guides. Note that Tools is deliberately placed last in this list of interventions. This reflects the importance of not over-emphasising technology aspects to the exclusion of working with people and rethinking the structure and processes.

Implementation themes

The process of writing the strategy revealed four overarching themes. These themes will be used to structure the process of implementing the strategy.

Theme 1: Working with IT efficiently and effectively

Theme 2: Using the web to deliver information and services

Theme 3: Providing high quality IT services

Theme 4: Supporting collaborative activity

Conclusion

The development of the IT Strategy for UWS is continuing to be a successful process, so far. The reason for this qualification is because creating a strategy is not the same as turning it into action. However, the plans for 2008 appear promising. There is support for the strategy at the most senior levels of the university, and a portfolio of a programme of work is being finalised across the four activity themes. While the complexity of the challenge should not be under-estimated, it is now possible to see what we want to do, and how to do it. 

UWS, like all universities, is an institution whose lifeblood is information and whose wellbeing depends on a health yIT Department with healthy information flows. All areas in the university rely on IT and quality information (that is both accurate and reliable, and has integrity) to make good decisions and to ensure they do not need to ‘reinvent the wheel’. The UWS IT Strategy provides a framework to assist with this.

APPENDIX A- IT Governance Principles
The following IT Governance Principle questions that should be answered to support the business objectives and competitive environment as part of the IT Governance framework:

How well do the enterprise and IT align their objectives?

Is IT participating in overall corporate change-setting and strategic direction? Do IT practices and IT culture support and encourage change within the enterprise?

Does the enterprise technology, processes and projects set direction for future growth?

Are enterprise and IT objectives linked and synchronised?

What are similar universities doing, and how is UWS placed in relation to them, relative to value, risk and resource management?

What is industry best practice and how does UWS compare, relative to value, risk and resource management?

Is there a documented and understood business plan against which an IT plan can be developed and managed?

Has UWS effectively leveraged IT as a vehicle to help attain competitive market advantage?

Structure reflects accountability and ownership model

Is IT a regular item on the agenda of the board of Trustees and is it addressed in a structured manner?

Does the board articulate and communicate the business direction to which IT should be aligned?

Does the board obtain regular progress reports on major IT projects?

Are accountability and ownership for IT clearly defined? Have system owners and information owners been identified with clearly understood roles and responsibilities?

Do IT and business leaders jointly examine the needs of the business and capabilities and limitations of IT before committing to IT projects?

Is there clear executive sponsorship of IT and its role in providing technology leadership and innovation?

Is IT perceived to be a critical enabler of business goals as opposed to a support function?

Is IT reporting on the right KPIs or measures executives need to improve IT governance?

Budgeting processes including cost/benefit analysis

How far should UWS go in risk mitigation and is the cost justified by a benefit?

How critical is IT to sustaining UWS? How critical is IT to growing UWS?

Does management believe that the value of IT is consistent with the investment level in IT?

Requirements and capability analysis to deliver

Is it clear what IT is doing?

Are IT core competencies maintained at a sufficient level to meet required enterprise strategic objectives?

The lessons learned from past failures and successes

How often do IT projects fail to deliver what they promised?

Is the enterprise clear on its position relative to technology: pioneer, early adopter, follower or laggard?

RISK MANAGEMENT & COMPLIANCE

Does IT appropriately measure and monitor risk? To assess this, evidence of the following would be expected:

Policy requirements defined and communicated

Is management well informed as to the need for improved effectiveness of management controls, and the potential impact on IT controls?

Assessment of compliance to policy

Does IT support UWS in complying with regulations and service levels?

Has IT established plans including privacy programs to address the safeguarding and protection of confidential information in accordance with privacy regulation?

Does IT deliver and report on critical measures needed for regulatory, environmental or legal reporting purposes?

Is there commitment and adequate funding for IT projects needed to address regulatory or legal requirements?

Is IT proactive and does it seek ways to improve compliance and responsiveness to regulatory changes?

Are reporting and measures of IT and business performance adequate to meet transparency of reporting needs?

Is IT responsive and proactive in its ability to respond to changing regulatory needs?

Risk Management processes defined

Is UWS clear on its position relative to risks: risk-avoiding or risk-taking?

Is the board regularly briefed on risks to which UWS is exposed?

Based on these questions, can UWS be said to be taking ‘reasonable precautions’ relative to technology risks?

Are there appropriate reporting channels from IT into an executive that has visibility into the audit committee?

Does IT balance investments in proven versus new technologies in accordance with the UWS’s culture and risk appetite?

Are IT related risks managed appropriately as part of the IT planning process?

Risk Assessments performed in accordance with risk management processes

What is management doing to address risks?

Is the board regularly briefed on IT risks to which UWS is exposed including compliance risks?

Is there an up-to-date inventory of risks relevant to UWS of which IT risks should be included?

What is being done to address these IT risks?

RESOURCE MANAGEMENT

Are the IT staff equipped to deliver according to the business needs? To assess this, evidence of the following would be expected:

Procurement policy and processes defined and followed

Is the Board aware of the latest developments in IT from a business perspective?

Does IT successfully evaluate and pilot the application of new technologies, according to a set of predefined criteria, before committing to significant investments?

Resource planning

Are sufficient IT resources and infrastructure available to meet required UWS strategic objectives?

Is the board aware of potential conflicts between the schools and colleges, library, service areas and the IT function?

Are IT projects prioritised, funded and resources allocated in accordance with business objectives?

Has UWS made effective decisions around outsourcing or the use of contractors to address needed skills?

Does the IT department encourage employees to improve their skills and achieve new levels of proficiency?

Has UWS made graduated technical and business focused career paths available to assist employees in improving their competencies?

Are UWS’s needs in terms of technology matched by a set of prioritised IT projects?

Competency analysis performed resulting in development, training and education needs are identified and addressed

Are suitable IT resources, infrastructures and skills available to meet the required UWS strategic objectives?

Is the board assured of the fact that suitable IT resources, infrastructures and skills are available (including external resourcing) to meet the required UWS strategic objectives?

What IT assets are there and how are they managed?

Is the UWS’s internal IT skill set decreasing? How successfully are skilled IT resources attracted to UWS?

Does UWS have an adequate level of skills and competencies to manage the current and planned workload?

Has UWS been able to effectively attract, acquire and retain the technical and management skills necessary to meet its IT objectives?

Is there adequate breadth and depth of management, and are there technical skills as well as balance of skills to accomplish the UWS’s objectives?

PERFORMANCE MEASUREMENT

Is there effective tracking and monitoring for IT services? To assess this, measurement evidence of the following would be expected:

Benefits and objectives analysis of past IT plans

Does the Board obtain IT performance reports illustrating the value of IT from a business driver perspective (customer service, cost, agility, quality, etc.)?

Is the Board getting independent assurance on the achievement of IT objectives and the containment of IT risks?

Is IT viewed as responsive and in tune with the operational needs of the business?

By and large, has IT successfully delivered on its stated goals and objectives?

Does IT seek to leverage and disseminate known successes and innovations in IT, such as best practices?

Customer Satisfaction

Are end users satisfied with the quality of the IT service?

What is UWS doing about leveraging its knowledge to increase its value with the Federal Government?

Process quality control

How well are any IT outsourcing agreements being managed?

Has IT re-engineered or redesigned processes, and leveraged technologies to improve responsiveness, customer service and customer satisfaction?

Are there defined and documented job roles, functions and responsibilities within the ITD organisation structure which are operating effectively?

Budget and cost management

What has been the average overrun of IT operational budgets?

How often and how much do IT projects go over budget?

Are the total IT effort and investments transparent?

How much of the IT effort goes to firefighting rather than enabling business improvements?

What is the percentage of revenue spent on IT compared to the industry average? How has it evolved over the years?

What is the amount spent on IT compared to the UWS’s entire surplus?

Does the board have a view on how and how much UWS invests in IT compared to other like organisations?

Does the board have a clear view on the major IT investments from a risk and return perspective?

Does IT continually seek ways to reduce costs and improve IT productivity and efficiency?

Additional Questions:

Is the reporting level of the most senior IT manager commensurate with the importance of IT?

How long does it take to make major IT decisions?

What strategic initiatives has executive management taken to manage IT’s criticality relative to maintenance and growth of UWS, and are they appropriate?

Is IT’s role best described as proactive, uncovering new business opportunities made possible through the effective use of technology?

Has the IT department improved workflow alignment to optimise its IT resources?

Has UWS captured and leveraged best practices in IT to maintain a competitive edge?

Has IT got a process in place to encourage innovation and strive to create improvements to maximise efficiency?

Is IT proactive in driving new business opportunities and in uncovering new technology innovations to strengthen the business?

Does IT embrace a process improvement mentality and continue to seek out and implement innovative ideas?

Is the backlog of projects that could improve market position, or competitiveness well-managed and prioritised in accordance with expected business payback or ROI?

APPENDIX B- Consultative feedback
1. Microsoft and Google offer free student email. These offers have firmed up quite a bit over the last 12 months with earlier concerns about banner ads and possible costs now resolved.

· Macquarie University has already outsourced their student email; a number of other Universities (in Australia) are actively looking at doing the same. It comes down to a matter of timing for UWS. We upgraded our student email server last year (quite cheaply) and it’s now running quite well. That said, the service offered by MS/Google is free and seems to work well with extra functionality for the end user. There is some work on our part to set up authentication and access; my own gut feel is that we should wait until our IdM project has delivered a solution - that way we can plug the outsourced service into this solution - rather than try to implement something now and then re-implement within 12 months.

· Staff email has more issues attached to it - from the perspective that it represents the official record of the University. Issues relevant relate to records management, legal rights to access, the fact that our records would be stored in another country, etc. From conversations with my peers in other Universities, I know of no institution which plans to outsource staff email.

· Moving student email to GoogleApps or Live@edu. This could effectively outsource the student email and file storage services at a substantial saving and improvement in those services.
2. An issue which needs to be addressed is the idea of having major upgrades to the desktop environment every few years instead of progressive changes each year.  ITD relies upon periodic projects with specific additional funding – hence the supplementary positions currently in place to deal with this as a project to move to Vista/Office 2007/Sharepoint etc.

3. Perhaps splitting SOE into four groups.

4. Delivery of machines direct to desk with set up for end users by vendors.

ITP have machines delivered direct to end users, ITP log a job to support for installation, support install and forward the job back to ITP to deploy software- this could be done by the vendor.
5. eProcurement
If the CAOs were able to maintain the selection and groupings on an eProcurement site this would free them up to assist clients and it would be ideal if the eProcurement site was linked into raising the Purchase Order
6. Following policy – Vendors, procurement and credit cards. Users are using the corporate card to purchase IT equipment which circumvents IT standards, asset management, leasing policies, software tracking etc.
7. Making processes more automated to assist with deadlines.  We should on line systems to action lease changeovers, software requests, purchasing, asset movements/ownership etc. the better

8. There needs to be an Information Policy that articulates how data/information is to be managed, so that the Information Security Policy can underpin these business processes – although that policy has never been produced.

9. We need to provide “sandpit” environment (playground) for testing and research to be done to allow us to fail or succeed before plans to implement any solution.  If we take this approach we will be able to identify better solutions for the needs, plan proper deployment within the life cycle of the environment and reduce the issue and errors that we have the client to test and identify.  This Approach adopts a proactive stance and provides a better return on investment for all of UWS.

10. How PDs are written for positions needs to be better thought through
These documents provide very little in the detail of skill sets that are expected in IT and actually prohibit productivity and creativity in IT.  
11. Currently the IT Security Manager at Monash Uni reports to the Director, Infrastructure Services.  IT Security Steering Committee members are:
· Exec Director ITS

· Director Infrastructure ITS

· Director Application Services ITS

· Director Client Services ITS

· Director Audit & Risk Management

· Director Student Administration & Systems

· Lecturer Faculty of Information Technology.

The team could probably be best broken into 5 different functional areas:

Proactive IT Security (Security Education, Project Concept/Charter Reviews, Policy etc.)

IT Security Projects (we have 3 capitally funded projects for 2008: IPS/Firewall & Security Education)

Operational IT Security (Reviewing IDS logs/blocking hosts/contacting staff/stuents, investigations etc.)

Disaster Recovery (Managing the DR Policy and Templates, facilitating things such that each service has its own DR plan)

Divisional Risk Assessment (Maintaining the Divisional Risk Profile as part of input into Audit & Risk Management’s report to Council)

Monash have “Responsible IT Security Officers’, defined under our IT Security Policy to be representatives from each Faculty/Administrative area.  A meeting is held with these individuals (the IT Security Forum) to disseminate information (primarily technical) on a monthly basis.

12. IT leaders struggle to demonstrate ROI.  IT has always been a cost to business; not an area that generates income.

13. Security- We need to update all our web apps to be more secure.  I have the feeling that I could break our pages to get at the databases quite easily.
14. Web 2.0 would be useful in our situation as it is mainly used by the young, and that is our target audience.

15. Quality and Innovation- ITD should pursue quality and suggestions by IT staff for innovation. The project list is devoid of any initiatives for the improvement of the web environment at UWS .For example, on eLearning with multi-media. 

16. Provisioning Group- The new identity management arrangements and membership of the Australian Access Federation (administration of a WebSSO for the Research and HE sectors) warrants a single team to manage the issue associated with this complex area.

17. Infrastructure- Better planning around infrastructure redundancy is needed

18. ROAD MAP discussion points
· Integration & brokering system (2009 – est $500K+) 
· Oracle e-business suite (2009-2010 $1M+) 
· BI and data management initiatives (2008-2011 - $2M) 
· UWS-wide student placement systems (2009 - $200K) 
· Identity Management (2009 – est $700K+) 
· CRM ($?) 
· Medical School Information system (School Admin systems generally) – (2009-2010 – est $600K+) 
· Tutorial Registration (to replace PWeb) – ($400K+) 
· Smartcards (??) 
· 24X7 (or near 24X7 support) – (2009 – 250K p.a. 
· Video Conferencing (2008-2010 - $1M) 
· VFMS replacement (2009 - $250-500K) 
· Remedy Change Management Tool plus business process – (2009 - $200K) 
· UWS Portal – staff/students (??) 
· External Hosting – vUWS (2009 and beyond - $500K p.a.) 
· Portfolio & Project Management Tools (2009 - $150K) 
· FO WAN Replacement – (2010 and thereafter - $750K p.a.) 
· Staffing costs to cover new initiatives ($1M+ ??) 
· Citrix support & Management (2009 - $600K p.a.) 
· ITIL functionality (Service Level Mgt, Release Mgt, Change Mgt) – ($500K p.a. ???) 
· Print infrastructure (2009 - $300K capital cost) 
· Desktop redesign/Virtualisation (2008-2013 - $2M) 
· Library (est $?M – after 2010) 
· Student Management System (2013 - est $6M) 
These forward estimates are of course driven by current technology delivery models and are highly rubbery. Wider maturity and use of SaaS for example might suggest that we will not be caught up in a large capital purchase of Library or SMS systems.
19. The main known $ sources are through the ITD recurrent budget (incorporating the various recoveries through telephones and print) – this the $17.3M in 2008, Systems Budget allocations – total $9,649M in 2008; and Capita Programme - $925K. There is some money coming through the OP2015 WPP funding. Other significant IT spend areas include Library, SCM, School of Engineering and School of Communication Arts.

20. EA Map- WE NEED TO IMPLEMENT A DISCOVERY TOOL AS A PART OF THE ITIL IMPLEMENTATION AND APPOINT STAFF TO DRIVE IT. IN THE ABSENCE OF SUCH A TOOL, IT IS IMPOSSIBLE FOR US TO DOCUMENT AN ARCHITECTURE THAT COMPRISES OVER 150 APPLICATIONS FEATURING 100S OF INTERFACES, managing MULTIPLE DEPENDENCIES AND SPLIT ACROSS MULTIPLE DATA CENTRES.

21. Security- Agree. Short policy supported by appropriate standards and procedure documents needed.
22. Outsourcing-There's probably a number of principles that might apply:-
 

· high availability and highly visible applications that are reasonably beyond our capacity to support 24X7X365 
· where it makes sense (e.g. free offers from MS/Google for student email, too hard to retain in-house expertise to support application)
· where its too expensive to try to run/support/implement in-house
As the SaaS model matures, the goalposts might shift towards more (and more) outsourcing. This might be driven by increased confidence in SaaS providers, increased modularity/components available to choose from which can be implemented quickly, too high costs of in-house implementation, more flexibility (e.g. rent for a few years and then switch to an alternate product on same rental basis - almost impossible to do now with large investment in hardware and software infrastructure for something like Callista)
23. UWS systems/ tech infrastructure roadmap makes the strategy easier to explain (and to understand)
24. Infrastructure- full inventory of the infrastructure.Physical inventory certainly exists - but increased virtualisation makes this next to useless (other than for physical asset stock take). Paul/Kym have capacity planning documentation - largely in spreadsheets - but an ITIL-compliant CMDB does not exist. With around 400 servers (physical & virtual), this would be a big job.
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Physical Infrastructure

• Primary data centres at Penrith and (from 2007) 

Parramatta

• Fibre-based connections between campuses and 

from PTA to Internet

• Reduced operating environments:

– SUN/Solaris - major production servers for Oracle 

applications

– HP/Windows  - major production servers for Windows-based 

applications

• EMC SAN – for central storage
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Physical Infrastructure

• Preferred Suppliers Desktop fleet

– around 5,000 workstations

– 95% of fleet PCs – rest mostly Macs

• Windows XP-based Standard Operating Environment

• My Documents/Shared Files

– Mapped to EMC SAN/NAS

• Print to any printer
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Software Infrastructure

• MS Active Directory

• Oracle product suite (DBMS, Portal, Discoverer, 

etc)

• MS SQL/MySQL “smaller” databases

• MS Outlook/Exchange for staff collaboration

• OWA/Entourage for non-PC access and off campus

• Microsoft SMS Software Distribution (MSIs)

• Virtualisation

– VMWare

– Citrix (2008)
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• Wireless LAN

– 485 access points covering all campuses

• Data Centre at Parramatta Commissioned

– Increased DR capability

– Modern, purpose-built

• Sun E6900 Installation

– Replaced E10Ks which support all *major* applications

• EMC SAN/NAS Capacity Upgrades

• New Student Email Server

• VOIP Facility in Medical School

• IT Services Catalogue

• Print Production Upgrade

• PBI implemented June/July

[image: image12.png]


[image: image13][image: image14][image: image15][image: image16][image: image17][image: image18][image: image19][image: image20][image: image21][image: image22][image: image23][image: image24][image: image25][image: image26][image: image27][image: image28][image: image29][image: image30][image: image31][image: image32][image: image33][image: image34][image: image35][image: image36][image: image37][image: image38][image: image39][image: image40][image: image41][image: image42][image: image43][image: image44][image: image45][image: image46][image: image47][image: image48]
(





(





(





(





(





(





(





(





(





(





(





(





(











(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(








(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(











(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(





(











PAGE  

1
25/07/2008

_1267988364.vsd
Business Application Portfolio
includes:
Complaints Handling
Autocite
Client Data Collection 
Cognos
Delegations
Policy DDS
Disability Services Mgmnt 
eHermes
IRIMS
Raisers Edge
International
Syllabus Plus
Starnet for Residences




_1267988562.vsd
Education & Research Application Portfolio
includes:
vUWS e-learning
Voyager Library Systems
Auditions & Bookings
CareerHub
OSCAS
PlatformWeb
MyUWS
Online Workshop Regist.
Professional Placement
RADAR research mgmnt
Online Publications
Staff Profile
Teleforms – Surveys
Handbook



_1270377414.doc
IT Strategic Planning Project 

Burning Issues Action Plan v1-3.doc



[image: image1.png]University y

Western Sydney






UWS Information Technology

Strategic Planning Project


Draft Burning Issues Action Plan

2008 - 2009

(prior to amendments and approval by the CFO)

		Version:

		1.3



		Issued:

		March 2008 



		Author:

		Kym Morris



		Copyright:  

		The University of Western Sydney.  All Rights Reserved



		

		





Document Control


		Version #

		Change Description

		Date

		Author



		1.0

		Draft Outline

		Feb 08

		K Morris



		1.1

		Revised with input from IT Management

		12/03/08

		K Morris



		1.2

		Minor modifications to text

		20/03/08

		K Morris



		1.3

		Version to Project Sponsor

		20/03/08

		K Morris





Table of Contents

4Introduction



4Communication of this plan



5Action Plan



5Flexible Desktop Architecture and Services



6ITS Service Catalogue and Information



6UWS Web



6Data Architecture, Business Intelligence, Integration



7ITS Relationship Management



7IT Infrastructure performance



8Identity Management & Access



8Staff & Student Communications



8e-learning



8IT Innovation & Planning



8Audio Visual Services



9Client Relationship Management (CRM)



9IT Project & Change Management



10Design of Teaching Spaces



10Tutorial Registration System



10Accessibility & Student Services



10New School Systems



10Callista System






Introduction

Reference groups were convened as part of the consultation process with UWS stakeholders in information technology. Specific responsibilities of Reference Group/s included:

· considering existing IT service and infrastructure provision at UWS;

· identifying gaps and emerging needs for IT support for University strategic requirements; and,

· Formulating recommendations for inclusion in the university’s strategic IT plan.

The Reference Groups were:

		Student Services


Focus on Students


Office of Planning & Quality


Community Engagement

Teaching & Learning

		Research


Administrative Support Systems

Central ITS staff


Library Systems Support


School Administrators





The process for each group comprised two facilitated sessions, the first focussed on current concerns or burning issues, the second on what was desired for the future. Following on from the Reference Groups, open forums were conducted across UWS campuses in September 2007 and comments gathered from these have been included in the analysis of feedback. 


Future requirements have been built into the IT Strategic Plan. Several of the ‘Burning issues’  related to operational problems, many of which have since been or are in process of being resolved including student email performance, insufficiencies of the UWS website and a spamming incident. The remaining comments have been categorised for action to be taken in 2008/2009.  For each category, an ITS responsible person will be assigned to ensure work progresses and is communicated, via the ITS Project Office, to the UWS community.

Burning issues included:


· Central ITS needs to have a strong relationship with its customers


· UWS needs more authoritative information and appropriate tools to aid decision making and business management


· Our standard operating environment needs to be more flexible to support diverse software choices, engage users and showcase innovation 


· Access to information and systems needs to be simplified and seamless, the same on and off campus.


· We need to improve procedures for and encourage joint projects with ITS, academics, researchers and students and provide facilities to aid evaluation of technological innovation. 

· A more informative, flexible and better designed web presence for UWS to demonstrate our research and academic achievements and staff profiles.


Communication of this plan

The primary responsibility for the communication of this plan and related matters belongs to the ITS Project Office reporting to the Director of ITS.


The ITS Project Office shall monitor and report on progress of the work requests raised. 


Action Plan

		Request ID

(No of Comments)

		The Burning Issue




		Actions




		ITS Responsibility

		Implementation



		ITSPP01

(49)

		Flexible Desktop Architecture and Services

Current Standard Operating Environment for desktops and laptops is not flexible or adaptable enough to meet the needs of all UWS staff members. 


The requirements by researchers and academics to trial applications and participate in projects external to UWS has been problematic.


Solutions need to be interoperable on PCs, Macintosh and Linux based systems with clearly defined support strategies.


Some inconsistent experiences have been reported in lab, teaching and desktop environments, including use of roaming profiles. 


Collaboration tools to be available to provide access to documents and files on or off campus.


Tools to allow easy setting of groups for bulk email and messaging.


Use of teleconferencing to reduce number of face to face meetings.




		A project has been initiated in 2008 to prepare for the implementation of Vista and a broader set of collaboration services. 


MS-Sharepoint is part of the proposed collaboration solution enabling work spaces for UWS teams. A new application, ‘Confluence’ will be implemented in April 2008 collaboration activities with our research and business partners. 

It is believed that each of these initiatives will provide more flexibility for end users of the standard UWS SOE. 



		Mick Houlahan


Cliff Mitchell

		2008 - 2009



		ITSPP02

(42)




		ITS Service Catalogue and Information


Training information, particularly for new technology to be available to staff and students.


Information about software portfolio licences and support to be made available.


Information related to outages, maintenance schedules, known problems to be made accessible.


Information about current work, projects, strategies and status of work requests to be made available. 




		IT Service Catalogue has now been released – http://www.uws.edu.au/its/


The Service Catalogue includes links to the current outage maintenance schedule and more information will be progressively added to the catalogue in support of ITS services.


The Current Remedy Help Desk system will continue to implement web based access to enable clients to log and review the status of their work requests. Information about current projects will be published on the ITS web this year by the newly formed ITS Project Office. 




		Cliff Mitchell

		2008



		ITSPP03

(34)

		UWS Web 


Navigation is not intuitive and information is difficult to find with inadequate search facilities.


The look and feel of UWS web is cluttered and not flexible enough.


Making changes to web content is difficult, takes too long to be approved and the process is unclear.




		A 2008 approved project is underway to replace the current UWS Content Management System and internet web site. 


Comments to be forwarded to the Manager, Web Services.

		Kym Morris

		Current


2008



		ITSPP04

(32)

		Data Architecture, Business Intelligence, Integration


Replacement architecture for data integration and interfaces is required, initially to continue support of the current Identity Management process.


A need expressed for seamless data management and access across disparate IT platforms and systems and to support business information needs.


Staff profile information to be available on the web and linked to authoritative sources.




		In 2007/2008 ITS in partnership with the Office of Planning & Quality commissioned a review of Business Intelligence at UWS which is being implemented in 2008/2009.


ITS plan to commission a review of Data Architecture and Integration in 2008.


Staff profile application for academics implemented December 2007.




		Peter Richardson


Kym Morris

		2008 – 2009


2008


Complete



		ITSPP05

(31)

		ITS Relationship Management

The need for relationship managers to be appointed for key business groups.


Concerns expressed regarding inconsistent communication from different parts of ITS.


ITS communication paths, processes and procedures are not clear, including procurement, leasing, treatment of defective desktop equipment.



		Develop and implement the Relationship Management roles and responsibilities within ITS.


Further develop the IT Service Catalogue to include information sheets, training guides etc as required.

		Mick Houlahan

		Current - 2008






		ITSPP06

(27)

		IT Infrastructure performance

Concerns about the current and future capacity of the IT infrastructure with the growing digitisation of resources.


Concerns about the current and future performance characteristics of the network.


Lack of or inconsistent support and problems with wireless connectivity.




		IT routinely monitor the performance and capacity of all aspects of the UWS network including communication lines, servers and storage systems.  A rolling program of upgrades to all aspects of the network has been in place for over 5 years.  It is difficult to predict and avoid every potential performance bottleneck due to the highly dynamic nature of IT systems and their use within UWS.  When such bottlenecks do occur, these are quickly identified and addressed as a high priority matter by ITD.  Specific concerns regarding the current or future capacity of the UWS network should always be referred to ITD..



		Paul Hardaker 


JP- It is envisaged that performance statistics will become available on the new website. A capacity strategy will be drafted and new incident escalation procedures will be developed

		On-going



		ITSPP07

(22)

		Identity Management & Access


Single sign-on and role based access to information is seen as a high priority to ensure people have easier access to relevant information.




		An Identity Management Roadmap project is current and comments will be forwarded to the Project Manager.




		Kym Morris

		Current


2008



		ITSPP08

(22)

		Staff & Student Communications


Concerns were raised over potential loss of important student communications if staff are using e-learning application rather than TRIM to manage documents.


Poor performance and limited capacity of the student email application and server. 




		UWS Records Management Unit TRIM project Feb 2008 provides a mechanism for copying official email to students to their TRIM files.


A new student web mail application was implemented in Dec 2007 to provide more functionality and improved performance.




		Comments will be forwarded to the UWS Internal Communications Manager for information.


Kym Morris

		Complete


Complete


April 2008



		ITSPP09

(22)

		e-learning 


Concerns expressed regarding timeliness of messages, pop-up dialog boxes and training.


Investigate and develop a strategy for the implementation of a Learning Object Management system which indexes and stores learning objects for re-use.




		Comments to be referred to Teaching Development Unit.

		Kym Morris

		April 2008



		ITSPP10

(19)

		IT Innovation & Planning


There is a willingness to participate in joint evaluation of innovative technology – ITS, academics and researchers - but no means of currently doing do.




		IT Director to follow up as part of the ITS governance responsibilities.

		Mick Houlahan

		2008



		ITSPP11

(18)




		Audio Visual Services


3a) Consistent equipment across teaching spaces with adequate and accessible help & support during teaching hours.


3b) Under utilisation of AV technology for meetings and teleconferencing to reduce travel requirements.




		3a) UWS has around 200 smaller teaching rooms all fitted with a standard AV system based on the JED control system.  In additional there are 46 large lecture theatres fitted with AMX control systems.  There are some differences between these systems due largely to the nature and size of the room, and the need for audio amplification in the larger theatres.  CWF are developing a schedule of other teaching rooms that currently have no AV systems installed.

 


ITD are currently not resourced to provide AV support outside the hours 9am to 5pm Mon-Fri.  See IT Services catalogue for more details.

3b) UWS has allocated over $1M for video conferencing system upgrades in 2008.  A process to determine key requirements and priorities is now underway via the IT Management Committee.

 

		Paul Hardaker


JP- concerns identified will be addressed in the IT Strategy moving fwd.

		2008



		ITSPP12

(18)

		Client Relationship Management (CRM)


No common solution across UWS – software, policy or procedure, for managing contacts and partners. Alumni as a special type of client need to be considered.




		A new project proposal to be developed jointly by ITS and UWS key stakeholders, for a CRM solution to be investigated and implemented.

		Mick Houlahan


JP- A Cost benefit analysis will be developed as part of the project proposal to initiate options for the business need identified

		2008



		ITSPP13

(17)

		IT Project & Change Management


Establish and communicate the progress of IT Project Management, governance and procedures to UWS Community.




		ITS have been successful in a proposal to establish an ITS Project Office in 2008.


Change Management is a component of the ITIL service standard which is in the process of being implemented by ITS. In April 2008, ITS will establish a Change Advisory Board to develop and deliver a good practice architecture and process for IT systems changes.




		Mick Houlahan


JP- the IT governance strategies will address these concerns identified.

		Current


2008


2008



		ITSPP14

(9)

		Design of Teaching Spaces

Concerns expressed regarding the arrangement of equipment in new teaching spaces.




		Comments to be referred to Capital Works & Facilities for action

		Kym Morris

		April 2008



		ITSPP15

(9)

		Tutorial Registration System

Concerns expressed regarding functionality, user interface, performance and training.

		Comments to be referred to Tutorial Registration Management Committee for action.




		Kym Morris

		April 2008



		ITSPP16

(7)

		Accessibility & Student Services


Need to establish standard technologies, procedures and support for students with disabilities and special needs.




		Business case to be developed with Student Services to identify IT needs and required projects

		Kym Morris

		2008 



		ITSPP17

(3)




		New School Systems


Requests for a student placement system have been received by ITS by at least three different schools / college units. A single solution is required to satisfy all UWS needs for this function.


New requirement for a school administration system to assist with marking.




		New projects to be proposed for 2008/2009.

		Kym Morris


JP- A feasibility analysis will be conducted on the business needs identified

		Mid 2008



		ITSPP18

(5)

		Callista System

Concerns expressed regarding adequacy of training for Callista.




		Comments to be referred to Office of Academic Registrar, Systems for action.

		Kym Morris

		April 2008
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